Configuration of Zyxel Line Bonding Modem  ( Model- P-663HN-51 )
Step No. 1]   Open router page 

Http://192.168.1.1
Username:- admin 

Password :- 1234

You will get following screen
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This information reflects the current status of your DSL connection.

Line Rate - Upstream (Kbps):
Line Rate - Downstream (Kbps):

LAN IPv4 Address: 192.168.1.1
Default Gateway:

Primary DNS Server: 192.168.1.1
|Secondary DNS Server: 192.168.1.1
Local NetWork

LAN IP Address: 192.168.1.1

Primary DNS Server:  [192.168.1.1
|Secondary DNS Server:[192.168.1.1
Local Mac Address: _ |40:4a:03:ed:93:34





Step No. 2] Click on Advance Setup
You will get following screen
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Choose Add, Edit, or Remove to configure WAN interfaces.
Choose Save/Reboot to apply the changes and reboot the system.
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Management





Tick mark under Remove  and click on Remove button to remove default WAN interface setting.

And you will get screen as below-
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Choose Add, Edit, or Remove to configure WAN interfaces.
Choose Save/Reboot to apply the changes and reboot the system.

Port/Vpi/ Vci| VLAN Mux] Con. ID[ Category | Service [ Interface| Protocol| Igmp[ QoS State| Remove | Edit





Step No. 3] Creating and configuration of WAN interface

Click on ADD button

You will get screen as below-
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Change the value of VCI  
     VPI 0 and VCI 32  and click on Next button

You will get screen as below-
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Select PPP over Ethernet (PPPoE), Change MTU value as 1492 and click on Next button

You will get screen as below-
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Enter     Username as Telephone no. with suffix @a 

               Password as Customer’s CA no.

Tick mark on Enable NAT

Click on Next button
You will get screen as below-

[image: image7.png][ DSL Router

< c ‘ @ 192.168.1.1/main.htm! QT r ‘ g
Device Info § i
Advanced Setup Enable IGMP Multicast, and WAN Service

WAN

e Enable IGMP Multicast ©

NAT Enable WAN Service @

Sequrity, Service Name ppoe_0_0_32_1

Parental Control
Quality of Service
Routing

o=

Interface Group

Certificate
Wireless
Diagnostics
Management





No change at this stage simply Click on Next button
You will get screen as below-
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Click "Save" to save these settings. Click "Back” to make any modifications.
NOTE: You need to reboot to activate this WAN interface and further configure services over this interface.





Click on Save button.

You will get screen as below-
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Click on Save and Reboot button

Now router is rebooting please wait

[image: image10.png][ DSL Router x

< c \ @ 192.168.1.1/main.htm!

Device Info DSL Router Reboot
Advanced Setup

Security
Parental Control 3 1 3
e The device is rebooting
Routing
DNS
DSL .

Interface Group Please wait... (48 sec)
Certificate
Wireless

Diagnostics
Management





Step no. 4] Wireless setting

Click on Wireless

You will get screen as below-
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Click on Security

You will get screen as below-
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You can set the network authentication method, selecting data encryption,
specify whether a network key is required to authenticate to this wireless network and specify the encryption strength.
Click "Save/Apply" when done.

Select SSID: ZXEL v
Network Authentication:
WEP Encrypion:

192.168.1.1/wisecurityntml





Select  Network Authentication: as WPA2-PSK


           WPA pre-Shared Key: [ password must be minimum 8 ASCII character e.g. asedf!@6]

           WPS Encription: as TKIP/AES
           Click on Save/Apply button

StepNo. 5] Save and Reboot configuration

Click on Management

Click on Save/Reboot

Click on Save/Reboot button

Now Router is rebooting. Wait for 2 minute.

Step No. 6] Restore Default Setting

Click on Management 

Click on Setting

Click on restore Default Setting button
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